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Kingston IronKey D500S 32GB FIPS
140-3 Level 3 256bit

Cena brutto 681 zt

Cena netto 554 z

Cena poprzednia 817 zt
Dostepnos¢ Dostepny

Czas wysyiki 2 Dni

Kod producenta IKD500S/32GB
Kod EAN 740617334807
Producent Kingston

Opis produktu

Kingston IronKey D500S 32GB FIPS 140-3 Level 3 256bit

Kolor: czarny

Specyfikacja techniczna

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

e Kolor: czarny

¢ Maks. predkos¢ odczytu: 260 MB/s

¢ Maks. predkos¢ zapisu: 190 MB/s

e Model: Kingston IronKey D500S

¢ Obstugiwane systemy operacyjne: LinuxMac OS X 10.xWindows 10Windows 11

e Pojemnosé: 32 GB

¢ Producent: Kingston

¢ Seria: Kingston IronKey

e Szyfrowanie: tak

e Wymiary: 77.9 x 21.9 x 12 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

Zadbaj o bezpieczenstwo cyfrowe dzieki pamieci USB Kingston IronKey D500S. Ten pendrive w czarnym kolorze powstat z
myslg o uzytkownikach, ktérzy stawiajg na zaawansowana ochrone informacji. Pozwala on na skuteczne zabezpieczenie
Twoich poufnych plikdw przed dostepem o0sdb niepowotanych, jednoczesnie utrzymujac ich tatwa dostepnosé. Otrzymujesz
potaczenie solidnych zabezpieczen z intuicyjng obstuga.

Sprzetowe zabezpieczenia danych

Zapewnij ochrone dla Twoich danych, korzystajac z pamieci USB Kingston IronKey D500S, wyposazonej w sprzetowe szyfrowanie 256-bitowym
algorytmem XTS-AES. To rozwigzanie, certyfikowane FIPS 140-3 Level 3 (w toku), chroni wrazliwe informacje. Urzadzenie aktywnie broni sie
przed zagrozeniami, takimi jak ataki BadUSB czy Brute Force, a funkcja autotestu po uruchomieniu weryfikuje jego stan. Dodatkowo,
wbudowane zabezpieczenia termiczne i napieciowe automatycznie wytaczajg urzadzenie w przypadku przekroczenia bezpiecznych wartosci, co
pomaga utrzymac integralno$¢ przechowywanych plikdw.

Kontrola dostepu i odzyskiwanie danych

Przejmij kontrole nad dostepem do swoich plikéw dzieki zaawansowanym opcjom zarzadzania hastami. Pamie¢ Kingston IronKey D500S
umozliwia ustawienie osobnego hasta dla administratora i uzytkownika, a takze stworzenie jednorazowego kodu do odzyskiwania. Administrator
moze bez trudu zresetowad hasto uzytkownika lub wygenerowac hasto odzyskiwania, co umozliwia dostep do danych nawet w przypadku
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zapomnienia. Wybor trybu haset ztozonych lub wyrazen hastowych, ktére moga by¢ tatwymi do zapamietania zdaniami o dtugosci do 128
znakow, upraszcza tworzenie silnych zabezpieczen. Funkcja podgladu hasta zmniejsza ryzyko pomytek przy wprowadzaniu.

Ukryte partycje i tryb odczytu

Skorzystaj z przemyslanych rozwigzan, ktére podnoszg poziom ochrony Twoich danych. Pendrive Kingston IronKey D500S jako pierwszy na
rynku oferuje opcje podwdjnej ukrytej partycji, gdzie administrator moze wydzieli¢ dwie niestandardowe partycje - dla siebie i dla uzytkownika.
Ten niewidoczny magazyn plikéw, dostepny tylko w okreslony sposdb, sprawia, ze dane pozostajg ukryte i bezpieczne, co jest cenne w
przypadku pracy na nieznanych systemach lub podczas udostepniania pamieci. Dodatkowo, zaréwno administrator, jak i uzytkownik, moga
aktywowac tryb tylko do odczytu na jedng sesje, co chroni urzadzenie przed potencjalnym ztosliwym oprogramowaniem. Administrator ma takze
mozliwos¢ wigczenia ogdlnego trybu tylko do odczytu, ktéry pozostaje aktywny do czasu zresetowania pamieci.

Szybkie usuwanie danych w sytuacjach kryzysowych

Badz przygotowany na kazda nagta sytuacje dzieki funkcji hasta Crypto-Erase. Wprowadzenie tego specjalnego hasta w pamieci Kingston
IronKey D500S uruchamia procedure natychmiastowego wykasowania kluczy szyfrowania, co prowadzi do trwatego usuniecia wszystkich danych
i zresetowania pamieci. Ta funkcja stuzy do ostatecznego zabezpieczenia w sytuacjach, gdy konieczne jest szybkie i nieodwracalne zniszczenie
Twoich poufnych informacji, dajgc petna kontrole nad bezpieczenstwem Twoich zasobdw.

Trwata konstrukcja i identyfikacja urzadzenia

Doswiadcz trwatosci w réznorodnych warunkach dzieki solidnej konstrukcji Kingston IronKey D500S. Cynkowa obudowa jest odporna na
zgniecenie i wypetniona zywicg epoksydowg, co chroni przed fizyczng ingerencja i uszkodzeniami. Certyfikaty MIL-STD-810F oraz potwierdzajg
jego odpornos¢ na wstrzgsy mechaniczne, drgania, upadki, a takze wode i pyt. Ponadto, kazdy pendrive posiada unikalny 8-cyfrowy numer
seryjny oraz kod kreskowy do skanowania, co utatwia wprowadzanie urzadzen do uzytku, ich zwrot oraz fizyczne audyty, oszczedzajgc czas.

Wytrzymata obudowa zgodna z wymagajacymi standardami IronKey
Cynkowa obudowa, ktéra jest odporna na zgniecenie i wypetniona zywica epoksydowa w celu ochrony przed fizyczng ingerencja. Certyfikat MIL-
STD-810F, potwierdzajacy odpornos¢ na wstrzasy mechaniczne, drgania i upadki. Certyfikat , potwierdzajacy wodoodpornosc i pytoszczelnoscé.

Unikalny 8-cyfrowy nr seryjny i kod kreskowy do skanowania
Pozwala zaoszczedzi¢ czas przy wprowadzaniu urzadzen pamieci do uzycia, przy ich zwrocie oraz przy wszelkich fizycznych audytach. Wystarczy
odczytaé numer seryjny lub zeskanowac kod kreskowy.

Rozbudowane mozliwosci personalizacji
Wiaczanie, wytaczanie i modyfikacja funkcji oraz profilu pamieci. Mozliwo$¢ oznaczenia dowolnym logo.
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