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Kingston IronKey Keypad 200 16GB
USB 3.0 AES Encrypted

Cena brutto 567 zt

Cena netto 461 zt

Cena poprzednia 680zt
Dostepnos¢ Na zamodwienie
Czas wysyiki 4 Dni

Kod producenta IKKP200/16GB
Kod EAN 740617330090
Producent Kingston

Opis produktu
Kingston IronKey Keypad 200 16GB USB 3.0 AES Encrypted

Kolor: niebieski
Specyfikacja techniczna

¢ Dodatkowe informacje: stopien ochrony: IP57 | szyfrowanie sprzetowe XTS-AES | wymuszony
alfanumeryczny kod PIN | opcja Multi-PIN (kody PIN administratora i uzytkownika)

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

¢ Kolor: niebieski

e Maks. predkos¢ odczytu: 145 MB/s

¢ Maks. predkos¢ zapisu: 115 MB/s

¢ Model: Kingston IronKey Keypad 200

¢ Pojemnos¢: 16 GB

¢ Producent: Kingston

e Seria: Kingston IronKey

e Szyfrowanie: tak

e Wymiary: 80 x 20 x 10.5 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

W dzisiejszym cyfrowym Swiecie, gdzie bezpieczenstwo danych staje sie priorytetem, Kingston IronKey Keypad 200 w
niebieskim odcieniu stanowi solidne rozwigzanie. Ten pendrive o pojemnosci 16 GB, wyposazony w skuteczne szyfrowanie
AES, oferuje pewnos¢, ze Twoje informacje pozostang chronione. Potaczenie wytrzymatej konstrukcji z tatwa w obstudze
klawiaturg umozliwia szybki dostep do plikéw, jednoczesnie zabezpieczajgc je przed nieautoryzowanym dostepem i
potencjalnymi cyberzagrozeniami. Uzytkowanie go to krok w strone spokojnego przechowywania waznych danych.

Zabezpieczenia na poziomie wojskowym

Pamiec¢ Kingston IronKey Keypad 200 jest projektowana z mysla o spetnieniu rygorystycznych standardéw bezpieczefstwa, co potwierdza status
certyfikacji FIPS 140-3 Level 3. Ten rozbudowany standard, opracowany przez NIST, podnosi odpornos¢ urzadzenia na fizyczna ingerencje,
zapewniajac solidny fundament ochrony danych. Uzytkownik moze by¢ pewien, ze dane sg zabezpieczone zgodnie z jednymi z najbardziej
zaawansowanych protokotéw. To rozwigzanie jest przeznaczone dla 0séb, ktére stawiajg poufnos¢ informacji na pierwszym miejscu.

Kompleksowa obrona przed zagrozeniami cyfrowymi
Urzadzenie Kingston IronKey Keypad 200 korzysta ze sprzetowego szyfrowania XTS-AES z kluczem 256-bitowym, co tworzy silng bariere dla
nieautoryzowanego dostepu. Cyfrowo podpisane oprogramowanie sprzetowe efektywnie chroni dane przed atakami Brute Force oraz
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zagrozeniami typu BadUSB, minimalizujgc ryzyko naruszenia Twoich plikéw. Dodatkowo, obwody pamieci sg pokryte specjalng zywica
epoksydowa, co utrudnia usuniecie komponentéw bez ich uszkodzenia, chroniac przed atakami na uktady pétprzewodnikowe. Oferuje to
wielopoziomowga ochrone Twoich zasobdw.

Swoboda dziatania niezaleznie od platformy

Pendrive Kingston IronKey Keypad 200 daje duzg swobode uzytkowania dzieki wbudowanemu akumulatorowi. Pozwala to na pierwsze
odblokowanie pamieci bez potrzeby instalowania dodatkowego oprogramowania, po czym mozna jg podtaczy¢ do dowolnego urzadzenia ze
ztagczem USB-A. Niezaleznie od tego, czy pracujesz na systemach , macOS, czy Linux, pamiec jest gotowa do natychmiastowego uzycia. Interfejs
USB 3.2 utatwia szybki transfer danych, co usprawnia prace na réznych platformach i systemach operacyjnych.

Elastyczne zarzadzanie dostepem za pomoca Multi-PIN

Pamiec¢ USB Kingston IronKey Keypad 200 umozliwia elastyczng kontrole dostepu dzieki funkcji Multi-PIN. Mozesz wybra¢ tryb uzytkownika lub
tryb administratora/uzytkownika, co jest szczegdlnie przydatne w Srodowiskach, gdzie wiele oséb korzysta z jednego urzadzenia. Administrator
moze przywrdci¢ kod PIN uzytkownika lub odblokowa¢ pamie¢ po 10 nieudanych prébach logowania, co zwieksza bezpieczenstwo i ogranicza
ryzyko utraty danych. Fizyczna alfanumeryczna, pokryta polimerowg powtokg, utrudnia identyfikacje wzorcéw uzycia na podstawie odciskéw
palcow.

Tryby ochrony danych i funkcja tylko do odczytu

Dla zwiekszonej ochrony danych, Kingston IronKey Keypad 200 oferuje zaréwno ogdlny, jak i sesyjny tryb tylko do odczytu. Tryb sesyjny,
dostepny dla administratora i uzytkownika, zabezpiecza pamie¢ przed ztosliwym oprogramowaniem podczas pracy w systemach, do ktérych nie
masz petnego zaufania. Administrator moze réwniez aktywowac ogélny tryb tylko do odczytu, ktéry pozostaje aktywny do momentu
zresetowania pamieci. W przypadku dziesieciu btednych préb wprowadzenia kodu PIN administratora, mechanizmy bezpieczenstwa
automatycznie usuwajg dane metoda kryptograficzng, bezpowrotnie je usuwajac i resetujgc urzadzenie.
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