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Kingston IronKey Vault Privacy 50
128GB USB 3.0 256bit AES Encrypted

Cena brutto 643 zł

Cena netto 523 zł

Cena poprzednia 771 zł

Dostępność Niedostępny

Czas wysyłki 2 Dni

Kod producenta IKVP50/128GB

Kod EAN 740617329131

Producent Kingston

Opis produktu
Kingston IronKey Vault Privacy 50 128GB USB 3.0 256bit AES Encrypted

Kolor: niebieski

Specyfikacja techniczna

Dodatkowe informacje: stopień ochrony: IPX8
Grupa produktowa: Pendrive Kingston
Gwarancja: 5 lat w serwisie sprzedawcy
Interfejs: USB 3.2
Kolor: niebieski
Maks. prędkość odczytu: 230 MB/s
Maks. prędkość zapisu: 150 MB/s
Model: Kingston IronKey Vault Privacy 50
Pojemność: 128 GB
Producent: Kingston
Seria: Kingston IronKey
Szyfrowanie: tak (AES | 256 bit)
Wymiary: 77.9 x 21.9 x 12 mm
Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

Zabezpieczenie ważnych danych za pomocą 256-bitowego szyfrowania XTS-AES z certyfikatem FIPS 197. Wbudowane
zabezpieczenia przed atakami typu BadUSB i brute force.

Odzyskiwanie danych dzięki opcji wielu haseł
Możliwość aktywacji haseł administratora, użytkownika i jednorazowego odzyskiwania. Administrator może zresetować hasło użytkownika i
utworzyć jednorazowe hasło odzyskiwania, aby przywrócić użytkownikowi dostęp do danych. Po wprowadzeniu dziesięciu nieprawidłowych haseł
z rzędu funkcja ochrony przed atakami typu brute force blokuje hasła użytkownika lub hasła jednorazowego odzyskiwania, a w przypadku
wprowadzenia dziesięć razy z rzędu nieprawidłowego hasła administratora – dokonuje kryptograficznego czyszczenia dysku.

Nowy tryb wyrażeń hasłowych
Możliwość wyboru trybu hasła złożonego lub wyrażenia hasłowego. Wyrażenie hasłowe może być numerem PIN, zdaniem ze spacjami, listą słów,
a nawet tekstem piosenki – o długości od 10 do 64 znaków.

Dwa ustawienia trybu tylko do odczytu (ochrona przed zapisem)
Aby uniknąć ataków złośliwego oprogramowania, można zastosować wymuszony tryb tylko do odczytu, ustawiony przez administratora dla
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użytkownika, lub tryb tylko dla danej sesji, ustawiony przez administratora lub użytkownika.

Lokalne zarządzanie pamięciami dla małych i średnich firm
Korzystając z roli administratora można lokalnie zarządzać hasłami użytkowników i jednorazowymi hasłami odzyskiwania, odzyskiwać dostęp do
danych na zablokowanych dyskach oraz zachować zgodność z przepisami prawa i regulacjami w razie konieczności przeprowadzenia
dochodzenia.

Dodatkowe zabezpieczenia
Zredukuj liczbę nieudanych prób logowania wyświetlając wpisywane hasło po aktywacji przycisku "oko". Wirtualna chroni wprowadzane hasła
przed programami typu keylogger i screenlogger.
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