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Kingston lIronKey Vault Privacy 50
16GB USB 3.0 256bit AES Encrypted

Cena brutto 319 zt

Cena netto 260 zt

Cena poprzednia 383z
Dostepnos¢ Niedostepny
Czas wysytki 2 Dni

Kod producenta IKVP50/16GB
Kod EAN 740617329001
Producent Kingston

Opis produktu
Kingston IronKey Vault Privacy 50 16GB USB 3.0 256bit AES Encrypted

Kolor: niebieski
Specyfikacja techniczna

* Dodatkowe informacje: stopien ochrony: IPX8

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

¢ Kolor: niebieski

¢ Maks. predkos¢ odczytu: 230 MB/s

¢ Maks. predkos¢ zapisu: 150 MB/s

¢ Model: Kingston IronKey Vault Privacy 50

¢ Pojemnos¢: 16 GB

¢ Producent: Kingston

e Seria: Kingston IronKey

e Szyfrowanie: tak (AES | 256 bit)

e Wymiary: 77.9 x 21.9 x 12 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

W dzisiejszym Swiecie, gdzie mobilnos¢ danych jest réwnie wazna jak ich ochrona, pendrive Kingston IronKey Vault Privacy 50
oferuje rozwigzanie dla najbardziej wymagajgcych. Ten kompaktowy nos$nik w niebieskiej obudowie to solidna ochrona dla
Twoich cyfrowych zasobéw, taczaca zaawansowane szyfrowanie sprzetowe z wieloma mechanizmami zabezpieczajgcymi
przed nieautoryzowanym dostepem. Posiadajac to urzadzenie, zyskujesz pewnos¢, ze Twoje wrazliwe informacje, od
osobistych zdje¢ po wazne dokumenty firmowe, sg zawsze chronione, niezaleznie od miejsca ich przechowywania czy
transportu.

Zabezpieczenia sprzetowe i ochrona przed cyberzagrozeniami

Aby zapewnic petng poufnos¢, Twoje dane sg zabezpieczane bezposrednio na poziomie sprzetowym. Nosnik Kingston IronKey Vault Privacy 50
wykorzystuje 256-bitowe szyfrowanie XTS-AES, certyfikowane zgodnie ze standardem FIPS 197, co oznacza, ze pliki s chronione przed
nieautoryzowanym odczytem nawet przy fizycznym przechwyceniu urzadzenia. Dodatkowo, wbudowane mechanizmy chronig przed atakami
takimi jak BadUSB oraz prébami brute force, monitorujac i reagujgc na wszelkie nieuprawnione dziatania. Dzieki temu Twoje informacje
pozostajg nienaruszone i bezpieczne przed ztosliwymi prébami naruszenia.

Elastyczne zarzadzanie kontami uzytkownikéw
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Zyskaj petng kontrole nad sposobem dostepu do Twoich zasobéw dzieki opcji wielopoziomowych haset. Urzadzenie Kingston IronKey Vault
Privacy 50 pozwala na ustawienie hasta administratora, uzytkownika oraz jednorazowego hasta odzyskiwania. W razie potrzeby administrator
moze zresetowac hasto uzytkownika lub wygenerowac jednorazowy kod, utatwiajac odzyskanie dostepu do informacji. Dodatkowo, wbudowana
ochrona przed prébami brute force aktywuje sie po dziesieciu btednych wprowadzeniach hasta, blokujgc dostep. W przypadku dziesieciu
nieudanych préb hasta administratora, nosnik uruchamia kryptograficzne czyszczenie, trwale usuwajgc wszystkie dane, co stanowi ostatecznag
bariere przed kradzieza wrazliwych informacji.

Innowacyjne metody wprowadzania haset

Dostosuj sposéb logowania do Twoich preferencji, korzystajac z elastycznych opcji haset. Urzagdzenie pozwala wybraé¢ miedzy tradycyjnym,
ztozonym hastem a wyrazeniem hastowym, ktére moze mie¢ od 10 do 64 znakdéw, bedac numerem PIN, zdaniem, listg stéw czy fragmentem
tekstu. Takie podejscie utatwia zapamietywanie, jednoczesnie utrzymujac wysoki poziom zabezpieczen. Dla zwiekszenia bezpieczehstwa
podczas wpisywania danych, dostepny jest przycisk "oko" do podgladu hasta, a wirtualna stanowi ostone przed programami typu keylogger i
screenlogger, skutecznie chronigc Twoje dane przed przechwyceniem.

Tryby tylko do odczytu chroniace przed infekcjami

Aby skutecznie zabezpieczy¢ sie przed ztosliwym oprogramowaniem, mozesz wykorzysta¢ dwa tryby tylko do odczytu. Administrator ma
mozliwo$¢ wymuszenia tego trybu dla uzytkownika, co uniemozliwia zapisywanie jakichkolwiek informacji na nosniku, chroniac go przed
potencjalnymi infekcjami. Dodatkowo, zaréwno administrator, jak i uzytkownik moga aktywowac tryb tylko do odczytu na czas biezacej sesji, co
stanowi dodatkowg warstwe obrony przed niepozadanymi modyfikacjami i ztosliwymi atakami.

Zarzadzanie dyskami w srodowisku firmowym

Przedsiebiorstwa moga efektywnie nadzorowac bezpieczenstwo danych dzieki lokalnym funkcjom zarzadzania. Rola administratora w Kingston

IronKey Vault Privacy 50 obejmuje mozliwos¢ kontroli haset uzytkownikéw, generowania jednorazowych kodéw odzyskiwania oraz przywracania
dostepu do zablokowanych nosnikéw. Ta funkcjonalnos$¢ jest istotna dla zachowania zgodnosci z przepisami i regulacjami, a takze dla ptynnego
prowadzenia analiz w razie wystapienia incydentéw bezpieczenstwa, umozliwiajgc kompleksowy nadzér nad danymi przedsiebiorstwa.
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