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Kingston IronKey Vault Privacy 50
32GB USB 3.0 256bit AES Encrypted

' Cena brutto 539 z
' Cena netto 438 zt

Cena poprzednia 647z
Dostepnos¢ Dostepny

Czas wysytki 2 Dni

Kod producenta IKVP50/32GB
Kod EAN 740617329056
Producent Kingston

Opis produktu
Kingston IronKey Vault Privacy 50 32GB USB 3.0 256bit AES Encrypted

Kolor: niebieski
Specyfikacja techniczna

* Dodatkowe informacje: stopien ochrony: IPX8

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

¢ Kolor: niebieski

¢ Maks. predkos¢ odczytu: 230 MB/s

¢ Maks. predkos¢ zapisu: 150 MB/s

¢ Model: Kingston IronKey Vault Privacy 50

¢ Pojemnos¢: 32 GB

¢ Producent: Kingston

e Seria: Kingston IronKey

e Szyfrowanie: tak (AES | 256 bit)

e Wymiary: 77.9 x 21.9 x 12 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

Chron swoje wrazliwe informacje z Kingston IronKey Vault Privacy 50, pendrive'em opracowanym dla zapewnienia wysokiego
poziomu zabezpieczen i komfortu. Ten dysk USB o pojemnosci 32 GB, dostepny w odcieniu niebieskim, oferuje szyfrowanie
sprzetowe, ktére zabezpiecza Twoje pliki przed nieautoryzowanym dostepem. Poczuj spokdj, wiedzac, ze Twoje poufne
dokumenty, zdjecia czy dane biznesowe sg chronione, niezaleznie od miejsca i sytuacji. Dzieki interfejsowi USB 3.2 Gen 1,
przesytanie danych odbywa sie sprawnie, taczac solidng ochrone z efektywnoscia.

Skuteczne szyfrowanie sprzetowe

Ciesz sie kompleksowg ochrong swoich danych, ktérg oferuje Kingston IronKey Vault Privacy 50. Pendrive wykorzystuje sprzetowe szyfrowanie
XTS-AES z 256-bitowym kluczem, posiadajgce certyfikat FIPS 197, co stanowi wysoki standard w zabezpieczeniach. Ponadto, wbudowane
mechanizmy efektywnie chronig przed atakami typu BadUSB oraz brute force, minimalizujgc ryzyko nieuprawnionego dostepu do Twoich
poufnych informacji. Dzieki temu masz pewnos¢, ze Twoje pliki pozostaja niedostepne dla 0séb trzecich, nawet w przypadku utraty urzadzenia.

Kontrola dostepu i odzyskiwanie informacji
Zyskaj mozliwos¢ petnej kontroli nad dostepem do swoich danych dzieki opcji wielu haset. Kingston IronKey Vault Privacy 50 umozliwia
aktywacje haset administratora, uzytkownika oraz jednorazowego odzyskiwania, co jest szczegdlnie praktyczne w Srodowiskach firmowych.
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Administrator moze tatwo zresetowac hasto uzytkownika lub wygenerowac jednorazowe hasto odzyskiwania, aby przywréci¢ dostep do danych w
przypadku zapomnienia lub zablokowania konta. To rozwigzanie wnosi elastycznosc¢ i bezpieczenstwo, utatwiajac zarzadzanie dostepem w
dynamicznych warunkach pracy.

Zaawansowane mechanizmy przed atakami

Dysk Kingston IronKey Vault Privacy 50 wyposazono w rozwiniete funkcje chronigce przed niepowotanymi prébami dostepu. Po dziesieciu
nieudanych prébach wprowadzenia hasta uzytkownika lub jednorazowego hasta odzyskiwania, funkcja ochrony przed atakami typu brute force
automatycznie blokuje dostep. W przypadku dziesieciu kolejnych nieprawidtowych haset administratora, dysk dokonuje kryptograficznego
czyszczenia, trwale usuwajac dane i chronigc je przed ujawnieniem. Dodatkowo, wirtualna skutecznie zabezpiecza wprowadzane hasta przed
programami typu keylogger i screenlogger, a przycisk "oko" pozwala na bezpieczne wyswietlenie wpisywanego hasta, redukujac liczbe btednych
préb.

Zréznicowane opcje haset i ochrona zapisu

Korzystaj z mozliwosci wyboru miedzy trybem hasta ztozonego a nowym trybem wyrazenia hastowego. Wyrazenie hastowe moze by¢ numerem
PIN, zdaniem ze spacjami, listg stéw, a nawet tekstem piosenki, oferujac dtugos¢ od 10 do 64 znakdw, co utatwia tworzenie silnych, a
jednoczesnie tatwych do zapamietania zabezpieczen. Ponadto, pendrive oferuje dwa ustawienia trybu tylko do odczytu (ochrony przed zapisem),
co pozwala na unikniecie atakéw ztosliwego oprogramowania. Administrator moze wymusic¢ ten tryb dla uzytkownika, lub tez tryb tylko dla danej
sesji moze by¢ ustawiony przez administratora lub samego uzytkownika.

Szybkos¢ dziatania i trwatos¢

Kingston IronKey Vault Privacy 50 taczy w sobie bezpieczehstwo z wydajnoscia. Dzieki interfejsowi USB 3.2, mozesz liczy¢ na sprawny transfer
danych z maksymalng predkoscig odczytu do 230 MB/s i zapisu do 150 MB/s. Umozliwia to szybkie i efektywne kopiowanie duzych plikéw.
Kompaktowe wymiary (77.9 x 21.9 x 12 mm) i solidna konstrukcja, w tym stopien ochrony IPX8, zapewniaja odporno$¢ na wode i sprawiaja, ze
pendrive jest praktycznym towarzyszem podrézy. Urzgdzenie w niebieskim kolorze oferuje funkcjonalnos¢ i estetyke, bedac trwatym nosnikiem
danych.
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