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Kingston lronKey Vault Privacy 50C
16GB USB-C 256bit AES Encrypted

Cena brutto 235 zt

Cena netto 191 zt

Cena poprzednia 282z
Dostepnos¢ Niedostepny
Czas wysytki 2 Dni

Kod producenta IKVP50C/16GB
Kod EAN 740617330298
Producent Kingston

Opis produktu

Kingston IronKey Vault Privacy 50C 16GB USB-C 256bit AES Encrypted

Kolor: niebieski

Specyfikacja techniczna

* Dodatkowe informacje: stopien ochrony: IPX8

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

¢ Kolor: niebieski

¢ Maks. predkos¢ odczytu: 250 MB/s

¢ Maks. predkos¢ zapisu: 180 MB/s

¢ Model: Kingston IronKey Vault Privacy 50C

¢ Pojemnos¢: 16 GB

¢ Producent: Kingston

e Seria: Kingston IronKey

e Szyfrowanie: tak (AES | 256 bit)

e Wymiary: 77.9 x 21.9 x 12 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

W dzisiejszym cyfrowym $wiecie ochrona wrazliwych informacji jest priorytetem. Pendrive Kingston IronKey Vault Privacy 50C,
w niebieskim odcieniu, oferuje zaawansowane szyfrowanie sprzetowe potgczone z funkcjami bezpieczenstwa, dajac Ci
pewnosé, ze Twoje pliki s chronione przed niepowotanym dostepem. Dzieki 16 GB pojemnosci i interfejsowi USB-C, masz
pewnosé, ze wazne dane sa bezpieczne i tatwo dostepne w réznych sytuacjach. Dla Twoich kluczowych danych, ten nosnik
zapewnia wysoki poziom ochrony. Wykorzystuje sprzetowe szyfrowanie 256-bitowe XTS-AES z certyfikatem FIPS 197, co
oznacza zabezpieczenie zgodne z rygorystycznymi standardami. Wbudowane mechanizmy skutecznie blokujg ataki typu
BadUSB oraz préby tamania hasta metoda brute force, zapewniajac, ze Twoje informacje pozostajg prywatne.

Kontrola dostepu i odzyskiwanie

Utrzymujesz petng kontrole nad dostepem do swoich plikéw dzieki rozbudowanym opcjom haset. Pendrive umozliwia konfiguracje haset dla
administratora, uzytkownika oraz jednorazowych haset odzyskiwania, co jest uzyteczne w srodowiskach biznesowych. Kiedy uzytkownik zapomni
hasta, administrator moze je zresetowac lub wygenerowac jednorazowy kod, przywracajac dostep bez ryzyka utraty danych. System chronigcy
przed atakami brute force blokuje dostep po dziesieciu btednych prébach logowania uzytkownika, a w przypadku administratora trwale kasuje
dane, zabezpieczajac przed nieautoryzowanym uzyciem.
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Elastyczne opcje uwierzytelniania

Dostosuj sposéb logowania do Twoich preferencji, zwiekszajac jednoczesnie bezpieczenstwo, dzieki trybowi wyrazen hastowych. Mozesz wybrac
miedzy standardowym hastem ztozonym a wyrazeniem, ktére moze by¢ numerem PIN, zdaniem ze spacjami, listg stéw czy fragmentem utworu.
Ta adaptacyjnos¢ pozwala stworzy¢ tatwe do zapamietania, a jednoczesnie mocne zabezpieczenie o dtugosci od 10 do 64 znakéw, co poprawia
komfort uzytkowania przy zachowaniu wysokiego poziomu ochrony.

Ochrona przed zapisem i ztosliwym oprogramowaniem

Chron swoje dane przed niezamierzonymi zmianami oraz zagrozeniami ze strony ztosliwego oprogramowania, korzystajgc z dwdéch trybdéw tylko
do odczytu. Administrator moze narzucic staty tryb tylko do odczytu dla uzytkownika, co jest korzystne w Srodowiskach wymagajacych scistego
nadzoru. Dodatkowo, zaréwno administrator, jak i uzytkownik, moga aktywowac tryb jednorazowy, umozliwiajacy bezpieczne przegladanie
zawartosci pamieci na nieznanych komputerach bez obawy o infekcje lub niechciany zapis.

Zarzadzanie dla przedsiebiorstw

Pendrive IronKey Vault Privacy 50C wspomaga zarzadzanie pamieciami w matych i srednich przedsiebiorstwach. Rola administratora pozwala
efektywnie zarzadza¢ hastami uzytkownikéw oraz jednorazowymi hastami odzyskiwania. Funkcja ta umozliwia takze odzyskanie dostepu do
danych na zablokowanych nosnikach, a takze pomaga w utrzymaniu zgodnosci z przepisami prawa i regulacjami, co jest istotne w przypadku
dochodzen czy audytéw.

Dodatkowe zabezpieczenia przed zagrozeniami

Dla wzmocnienia ochrony, nosnik wyposazono w szereg przemyslanych rozwigzan. Ogranicz ryzyko btednych préb logowania, wyswietlajac
wpisywane hasto za pomocg przycisku "oko". Wirtualna stanowi bariere przed programami typu keylogger i screenlogger, chronigc Twoje poufne
dane logowania przed przechwyceniem.
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