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Kingston lronKey Vault Privacy 50C
256GB USB-C 256bit AES Encrypted

Cena brutto 606 zt

Cena netto 493 zt

Cena poprzednia 727z
Dostepnos¢ Dostepny

Czas wysytki 2 Dni

Kod producenta IKVP50C/256GB
Kod EAN 740617330175
Producent Kingston

Opis produktu

Kingston IronKey Vault Privacy 50C 256GB USB-C 256bit AES Encrypted

Kolor: niebieski

Specyfikacja techniczna

* Dodatkowe informacje: stopien ochrony: IPX8

e Grupa produktowa: Pendrive Kingston

e Gwarancja: 5 lat w serwisie sprzedawcy

¢ Interfejs: USB 3.2

¢ Kolor: niebieski

¢ Maks. predkos¢ odczytu: 230 MB/s

¢ Maks. predkos¢ zapisu: 150 MB/s

¢ Model: Kingston IronKey Vault Privacy 50C

¢ Pojemnos¢: 256 GB

¢ Producent: Kingston

e Seria: Kingston IronKey

e Szyfrowanie: tak (AES | 256 bit)

e Wymiary: 77.9 x 21.9 x 12 mm

¢ Nazwa producenta / importera: Kingston Kingston Technology International Ltd / Kingston Digital
International Ltd Stratus House, College and Business Technology Park D15 PEC4 Dublin Ireland IE Email:
productsafety@kingston.ie

W obliczu rosnacych zagrozen cyfrowych, Kingston IronKey Vault Privacy 50C 256GB USB-C stanowi Twoje zaufane
rozwigzanie do przechowywania wrazliwych informacji. Ten sprzetowo szyfrowany nosnik danych, dostepny w
charakterystycznym niebieskim kolorze, taczy duza pojemnos¢ 256 GB z zaawansowanymi mechanizmami obronnymi. Dzieki
niemu, Twoje dokumenty, projekty i osobiste pliki sa chronione przed nieautoryzowanym dostepem, zapewniajac Ci spokdj w
zarzadzaniu cyfrowymi zasobami.

Skuteczna ochrona danych ze sprzetowym szyfrowaniem

Zabezpieczenie Twoich cyfrowych informacji staje sie prostsze dzieki pendrive’owi Kingston IronKey Vault Privacy 50C. Zastosowane 256-bitowe
szyfrowanie XTS-AES z certyfikatem FIPS 197 tworzy mocng bariere dla intruzéw. Urzadzenie zawiera réwniez wbudowane zabezpieczenia, ktére
skutecznie przeciwdziatajg atakom typu BadUSB, chronigc przed prébami przejecia kontroli przez ztosliwe oprogramowanie. Dzieki temu Twoje
dane pozostajg chronione niezaleznie od miejsca przechowywania.

Proaktywna ochrona przed prébami witamania
Ten pendrive wyposazono w inteligentne mechanizmy, ktére reaguja na préby nieautoryzowanego dostepu. Po dziesieciu btednych prébach
wprowadzenia hasta uzytkownika lub jednorazowego hasta odzyskiwania, dostep do danych zostaje automatycznie zablokowany, chroniagc Twoje
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informacje. Jesli dziesiec razy zostanie btednie wprowadzone hasto administratora, urzadzenie przeprowadza kryptograficzne czyszczenie dysku,
co trwale uniemozliwia odzyskanie danych przez nieuprawnione osoby, zapewniajac wysoki poziom bezpieczenstwa.

Wygodne wprowadzanie haset i dodatkowe metody obrony

Kingston IronKey Vault Privacy 50C utatwia bezpieczne zarzadzanie dostepem dzieki trybowi wyrazen hastowych. Mozesz uzywa¢ numeréw PIN,
zdan ze spacjami, list stéw lub nawet fragmentéw piosenek o diugosci od 10 do 64 znakdw, co czyni hasta zaréwno silnymi, jak i tatwymi do
zapamietania. Funkcja 'oka' pozwala dyskretnie sprawdzi¢ wpisywane hasto, minimalizujac btedy, a wirtualna stanowi dodatkowa warstwe
ochrony przed programami rejestrujgcymi nacisniecia klawiszy (keylogger) i przechwytujacymi obraz ekranu (screenlogger).

Ochrona przed ztosliwym oprogramowaniem poprzez tryb tylko do odczytu

Minimalizuj ryzyko infekcji ztosliwym oprogramowaniem dzieki dwém trybom tylko do odczytu. Administrator moze narzucié ten tryb
uzytkownikowi, co uniemozliwia zapisywanie niechcianych plikéw na pendrive. Dostepna jest réwniez opcja aktywacji trybu tylko do odczytu na
czas sesji, co pozwala zaréwno administratorowi, jak i uzytkownikowi tymczasowo zabezpieczy¢ nosnik przed zapisem. Jest to przydatne
rozwigzanie podczas pracy z systemami, ktérym nie ufasz.

Elastyczne zarzadzanie dostepem i funkcje administracyjne

Pendrive Kingston IronKey Vault Privacy 50C oferuje zréznicowane opcje zarzadzania dostepem, wspierajgce prace zespotowg i zwiekszajgce
kontrole nad danymi. Umozliwia aktywacje wielu haset - dla administratora, uzytkownika oraz jednorazowego hasta odzyskiwania, co przektada
sie na wysoka elastycznos¢ w zarzadzaniu. Administrator moze bez trudu zresetowad hasto uzytkownika lub wygenerowa¢ jednorazowe hasto
odzyskiwania, co jest szczegbélnie istotne w kontekscie ciggtosci dostepu do danych. Dodatkowo, funkcje lokalnego zarzgdzania, dedykowane dla
matych i Srednich firm, usprawniajg administrowanie i odzyskiwanie dostepu do zablokowanych dyskéw, wspierajac zgodnos$¢ z przepisami
prawa podczas dochodzen.
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